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Tax Return Fraud
The IRS has published its recent statistics, claiming it has caught $35 billion dollars of potential tax return fraud in the past year.  Unfortunately, $5 billion dollars of fraudulent refunds were issued before the fraud was detected.  While catching 87% of the fraudulent tax refunds is pretty good, it still means that $5 billion dollars of fraudulent refunds were issued…payments that could have been used for other, better purposes.
What is tax return fraud?  It’s when a person other than the taxpayer files a return using someone else’s personal information.  Usually this means a tax return with someone else’s name, address, social security number, and incorrect income.  The return reports W-2 income with a high amount of taxes withheld, so that a refund is issued.  The return is filed electronically, before W-2s are processed into the IRS’ computers, and the refund is directly deposited into a bank account or mailed to a post office box.  All this can happen before the IRS catches on, and the criminals cash the checks, close the bank account, and move on before being caught.
Every year I have a few clients who are victims of tax return fraud.  We usually find out about it in two different ways:  1) The IRS sends my client a letter that says ‘we’ve received your tax return and need some additional information before we can process it’, or 2) I prepare a tax return and when I try to electronically file it with the IRS, I receive notification from the IRS that a tax return has already been received for that social security number.

How does it happen?  This question is not so easy to answer.  Obviously somebody got ahold of someone else’s name and social security number…but how that happens is usually a mystery.  It might be that someone was able to hack into your home computer and retrieve the information, or it could be that your personal information, stored on a company’s server, was hacked.  Or it might be that someone else, pretending to be you, 
	A Newsletter for Small

Businesses and Families


created an online IRS account in your name, and downloaded transcripts (copies) of prior year’s returns.
What happens now?  If you receive a letter from the IRS asking for additional information to be able to process your return (which you haven’t filed yet), you should immediately respond that you haven’t filed your return yet.  You might be asked to go to a secure website to respond.  Hopefully this will give the IRS enough time to stop the fraudulent refund from being issued.
Should you call the IRS?  This sounds like a good idea, however the IRS will not know if you are the ‘real’ taxpayer or the ‘fraudulent’ taxpayer, so they might not be overly helpful on the phone.  Still you can request that a hold be put on your account until you have the chance to file the correct return.  Since a return is already on account for you and being processed, you won’t be able to file electronically yourself, which means we resort to the old-fashioned ‘paper’ way of filing your return, and stapling copies of W-2s to the front of the return.

Will this affect my own refund?  My personal, limited experience, is that the fraud will not affect the timing of receiving your own refund or the amount of the refund.
What can I do to protect myself?  1) Submit your return as early as possible, to ‘beat’ somebody else from filing first.  2) Set up your own online account with the IRS, to ‘block’ someone else from setting up an account in your name and downloading your transcripts.  3)  File Form 14039, available at www.irs.gov, which requests the IRS to assign you a 6-digit Identity Protection PIN (IPPIN).  Future returns can only be filed electronically and only if they include the 6-digit number.  (I’ve recently requested my own IPPIN…I’ll let you know the status of my own request as it happens).  4) As with any other identity theft, you should consider taking actions to protect your other personal information, such as monitor your credit reports, use a credit monitoring service, shred your personal documents and those unrequested credit card solicitations, use passwords to protect documents attached to emails, etc.
Have a tax question?

Call me at 281-841-2753, or email me at paul@paulconradcpa.com
Tax Calendar
May 15 – April payroll tax deposits due.
May 15 – Franchise tax returns due (Texas).
May 20 – Sales tax deposits due (Texas).

June 15 – May payroll tax deposits due

June 15 – 2nd qtr estimated payments due

June 20 – Sales tax deposits due (Texas)

June 30 – Foreign bank account reporting due

July 15 – June payroll tax deposits due

July 20 – 2nd quarter sales tax returns due (Texas)

July 31 – 2nd quarter payroll tax returns due

July 31 – 2nd quarter sales tax returns due (Calif)
Newsletter Publishing Dates

If it seems like a long time since my last newsletter… you’re right!  I’m changing the newsletter schedule to better accommodate (avoid) the busy tax season.  I’ll still be publishing four newsletters/year, just on a different schedule.

Mexico Homebuilding Project

Once again Kara and I will be traveling to Mexico later this year for the build-a-home-in-a-day project for a needy family through Corazon Ministries.  Donations are being accepted (payable to Corazon Ministries), and are greatly appreciated.  Anybody who would like to participate in building the home is welcome to go.
Social Security Statements

Sign up at www.ssa.gov to get your annual statement of earnings and future estimated retirement benefits.
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Corazon Homebuilding Project
Flyer Inside
Healthcare Penalties
After talking about healthcare penalties for years, this is the first tax season we’re seeing the penalties added to tax returns.  As a reminder, if everyone listed on your tax return does not have health insurance coverage for the entire year (brief lapses are allowed for job changes and other reasons) then you qualify for a penalty.  So far the penalties have not been overwhelming, usually somewhere between $200 and $700, depending on the income and how many people are listed on your return.  But this is just the first year, and the penalties will grow in future years.

The biggest surprises I’ve seen aren’t from the penalties but from the Premium Tax Credit (subsidy) allowed to taxpayers who purchase insurance in the Marketplace (government website) and have estimated income below certain levels.  Once the return has been prepared, the actual credit allowed is compared to the estimated credit given, and any excess credit/subsidy is added to the return.  As an example, one client had a tax balance due about $1,000 when his return was prepared, but because he underestimated his income when he purchased insurance in the Marketplace, we had to add an additional $8,000 to his tax balance due, for a total balance due of $9,000.

Moral of the story:  Be as accurate as possible, including expected bonuses or other income when purchasing the insurance, to avoid surprises when the return is prepared.

Inherited IRAs
Keep inherited IRAs separate from other IRAs to avoid early-withdrawal penalties.  And make sure you understand the required minimum distributions (RMDs).
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